USBSecure Topology

Standalone installation
» Required steps: only 2 and 3

Service USBSecure
= protects the computer from unknown devices

USBSecure Administrator
I = configures the whitelists with allowed devices

Client with service USBSecure
and
USBSecure-Admin.exe

Network installation
» Required steps: 1-3

configures .cfg files receive .cfg files

e.g. \MyServer\devices$

Client with USBSecure-Admin.exe

Clients with service USBSecure

optional: network share devicesRW$

information about USB devices store information about USB devices

information for client information for client (apply new configuration)

Share devicesRW$
e.g. \MyServer\devicesRW$



